**Prilog 1: Model Plana za kontrolu tehnologije (TCP)**[[1]](#endnote-1)

**I. OBLAST PRIMENE**

Postupci sadržani u ovom Planu odnose se na sve elemente [uneti naziv i adresu vašeg preduzeća]. Otkrivanje kontrolisanih informacija stranim licima koja su u svojstvu posetilaca ili zaposlenih u [uneti naziv preduzeća] se u smislu [uneti odgovarajuće nacionalno zakondavstvo koje uređuje transfere tehnologije od strateškog značaja stranim licima odnosno državljanima u vašoj zemlji (i odredbe koje se odnose na podrazumevani izvoz, ukoliko je primenljivo)] smatra ,,izvozom” [ili ,,transferom”].

**II. SVRHA**

Razgraničenje i informisanje zaposlenih i posetilaca [uneti naziv vašeg preduzeća] o kontrolama neophodnim da bi se obezbedilo da se transfer strateških ili tehničkih informacija ili tehničkih podataka vrši samo i isključivo između lica ovlašćenih od strane [uneti naziv nadležnog organa vaše zemlje za izdavanje dozvola za obavljanje trgovine strateškom robom].

**III. POLAZNA OSNOVA**

[Uneti naziv preduzeća] [objasniti proizvode i usluge koje vaše preduzeće pruža (projektuje, proizvodi, integriše, koristi, itd.). Navesti klijente kojima vaše preduzeće prodaje proizvode i/ili pruža usluge (uključujući i inostrane klijente).

**IV. STRANI DRŽAVLJANI i LICA**

,,Strani državljanin” je svaka osoba koja nije državljanin [uneti naziv vaše zemlje]. ,,Strano lice” definiše se kao [uneti definiciju ,,stranog lica” ili ,,stranog državljanina” u vašoj zemlji na osnovu relevantnog zakona].

1) Nijednom stranom licu neće biti dat pristup kontrolisanoj tehnologiji od strateškog značaja ili projektima, odnosno programima koji podrazumevaju otkrivanje tehničkih podataka bez odgovarajuće dozvole koju izdaje [uneti naziv nadležnog organa vaše zemlje koji izdaje dozvole za obavljanje spoljne trgovine strateškom robom].

2) Zaposleni u okviru [uneti naziv vašeg preduzeća] koji su nadležni za vršenje nadzora nad stranim licima moraju biti na odgovarajući način obavešteni o svim pitanjima koja se tiču usklađenosti sa propisima o kontroli spoljne trgovine strateškom robom i odnose na relevatne zahteve za dobijanje dozvole za obavljanje spoljne trgovine strateškom robom koja podrazumeva kontrolisane tehnologije i informacije od strateškog značaja.

3) Strana lica koja su zaposlena, upućena (u okviru produžene posete) ili u poseti [uneti naziv vašeg preduzeća] dužna su da dobiju odgovarajuće informacije koje se odnose na sledeće:

a) neophodnost dobijanja izvozne dozvole od [uneti naziv nadležnog organa vaše zemlje koji izdaje dozvole za obavljanje spoljne trgovine strateškom robom] pre [stavljanja na raspolaganje/ transfera/ podrazumevanog izvoza] kontrolisanih informacija stranim državljanima,

b) obavezu strogog poštovanja pravila, politika i procedura [uneti naziv vašeg preduzeća] o kontroli spoljne trgovine strateškom robom,

c) pregled konkretnih informacija za koje postoji dozvola za prenos/ stavljanje na raspolaganje stranim licima,

d) objašnjenja oko pravila [uneti naziv vašeg preduzeća] za korišćenje faksa, skeniranje i kopiranje,

e) stavljanja do znanja da kršenje politika usklađenosti ili Plana za kontrolu tehnologije preduzeća koje počine strani državljani podleže čitavom nizu kazni i sankcija. (Navedite potencijalne kazne/ sankcije u okviru vašeg preduzeća u skladu sa zakonodavstvom o kontroli spoljne trgovine strateškom robom).

**V. KONTROLA PRISTUPA za STRANE DRŽAVLJANE**

Navedite način na koji se kontroliše i ograničava kretanje stranih državljana unutar vašeg preduzeća, na primer:

1) *sigurnosne značke*: (ukoliko je potrebno, navedite procedure, na primer, izgled značke, identifikacija koja ukazuje da je pojedinac strani državljanin, dodeljene povlastice, značke sa radio frekvencijom (RFID), itd.).

2) *pratnja*: (ukoliko je potrebno, opišite postupak pratnje). (Napomena: supervizori [uneti naziv vašeg preduzeća] nadležni za kontrolu kretanja stranih državljana treba da obezbede da su strani državljani unutar preduzeća sprovedeni u skladu sa politikama i procedurama [uneti naziv vašeg preduzeća].

3) po potrebi, uspostavljanje radne oblasti sa ograničenim pristupom.

**VI. INFORMACIJE O KONTROLI IZVOZA**

Navedite konkretne elemente kontrolisanih informacija koje se mogu staviti na raspolaganje stranim državljanima i programe/ aktivnosti/ projekte koje strani državljani podržavaju.

**VII. IZJAVA i OBRAZAC UPOZNATOSTI SA POVERLJIVIM PODACIMA**

Sva strana lica dužna su da potpišu izjavu o čuvanju poverljivih podataka kojom potvrđuju da se kontrolisane informacije neće dalje obelodanjivati, izvoziti ili prenositi stranim državljanima ili stranim zemljama bez izričitog odobrenja ovlašćenih državnih organa. (Napomena: Vaše preduzeće može da se pozabavi i drugim kontrolisanim informacijama kao što su informacije o vlasništvu ili neklasifikovane informacije koje ne zahtevaju dobijanje dozvole za obavljanje spoljne trgovine strateškom robom nadležnih organa, ali podrazumevaju poseban vid tretmana.)

**VIII. ODGOVORNOSTI ZA VRŠENJE NADZORA**

Supervizori ovlašćenog osoblja ili zaposlenih koji su strani državljani dužni su da obezbede da su svi zaposleni i posetioci blagovremeno informisani i upoznati sa sledećim:

1) da se tehnički podaci koji zahtevaju dobijanje dozvole za izvoz ne prenose, otpremaju, šalju poštom, prenose ručno (ili na drugi način) pre nego što [uneti naziv vašeg preduzeća] dobije odgovarajuću izvoznu dozvolu, odnosno da se pomenute radnje vrše u potpunosti u skladu sa zakonima i propisima o kontroli spoljne trgovine strateškom robom [uneti naziv vaše zemlje],

2) svim propisima koji se odnose na zaštitu i čuvanje kontrolisanih informacija (Napomena: Vaše preduzeće može da se pozabavi i vlasničkim i drugim vrstama neklasifikovanih informacija koje zahtevaju određeni vid kontrole ili ograničenja),

3) obavezom da zaposleni i posetioci koji su strani državljani potpišu obrazac upoznatosti sa Planom za kontrolu tehnologije (TCP) kojim se potvrđuje da su dobili primerak Plana za kontrolu tehnologije i informacije o sadržaju plana. Napomena: Prilog 3 ovog odeljka sadrži obrazac upoznatosti sa informacijama Planom o kontroli tehnologije koji vaše preduzeće može da prilagodi svojim potrebama.

4) obavezom da su zaposleni [uneti naziv vašeg preduzeća] upoznati sa informacijama koje se mogu staviti na raspolaganje i kojima strani državljani mogu da pristupe.

**IX. OBAVEZE ZAPOSLENIH**

Svi zaposleni u okviru [uneti naziv vašeg preduzeća] koji su u kontaktu sa stranim državljanima dužni su da preuzmu primerak Plana za kontrolu tehnologije i informacije koje se odnose na sledeće:

1) obavezu da dokumente iz njihove nadležnosti koji sadrže kontrolisane tehničke podatke ne stavljaju na raspolaganje, odnosno da ne omogućavaju pristup takvim dokumentima zaposlenima, posetiocima ili podizvođačima koji su strani državljani, osim u slučaju postojanja prethodno dobijene dozvole za izvoz u skladu sa [uneti nacionalno zakonodavstvo o kontroli spoljne trgovine stateškom robom koje reguliše transfere tehnologije od strateškog značaja stranim državljanima unutar vaše zemlje – kontrola podrazumevanog izvoza].

2) u slučaju pitanja u vezi sa potrebom pribavljanja izvozne dozvole, odmah kontaktirajte [službenika za kontrolu tehnologija, glavnog službenika/ direktora za usklađenost ili ovlašćenog službenika za usklađenost],

3) stranim državljanima nije moguće pružiti tehničke podatke ili tehničku pomoć, bez obzira na njihovu lokaciju, bez prethodnog odobrenja za takve radnje koje je [uneti naziv nadležnog organa vaše zemlje za izdavanje dozvola za obavljanje spoljne trgovine strateškom robom] izdalo [uneti naziv vašeg preduzeća].

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_  
Ime i prezime i potpis člana višeg rukovodstva odgovornog za usklađenost sa propisima o kontroli spoljne trgovine strateškom robom (na primer, glavni službenik/ direktor za usklađenost)

1. Prilagođeno i modifikovano iz U.S. Department of Defense Sample Technology Control Plan, available at the Defense Security Service: <http://www.dss.mil/documents/foci/SampleTechnologyControlPlan.docx>. [↑](#endnote-ref-1)